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· US banks report significant losses spike around Valentine’s Day and major Holidays. Scammers target ways to find access into your wallet, rather than your heart!

· Youth want to meet people make friends and find love!  When a youth becomes active of a dating apps and websites such as Tinder, OkCupid, Hinge or Bumble, they may make themselves targets for dating scammers, who prey on their eagerness to find love with an intent to steal money and identifying information.

· Photos-Scammers tend to use stock images of models...Preform a quick check by reverse searching the photos on Google images. Go to the Google images website, click on the camera icon and either drag and drop the photos URL there or on the photo itself.
· Quick to profess their feelings...Scammers will try to advance the relationship as fast as possible.
· They will attempt Rerouting the conversation to another medium to avoid programs designed to target their activity. Dating platforms have ways to detect scammers besides the reporting feature. To avoid triggering these mechanisms, scammers try to coax you into sharing your phone number, email, or IM.
· They Never Can Meet in person …. ask to face time or Skype. They may say they are in a career that requires them to work abroad for extended periods of time, such as members of the military, aid workers, or diplomats. Canceling a few times is normal but if they shoot down every date you suggest, then you should be suspicious and start questioning their reasons. If the only way for them to meet you is if you help them by wiring the travel costs… Do Not!
· Bad English- Many fake dating profiles created by scammers portray them as Americans or Westerners who are university educated or have careers that take them abroad. If someone states that they are an English-speaking native but has a bad grasp of the language… it may be a telltale indicator.
· Asking for money -Once the conversation has gone on for a bit, the scammer will try to ask for money. Usually, they will start small, asking for help to pay for a car repair or to buy medicine, anything that does not set off your internal fraud alarm. But as time goes by, they will steadily increase the amount that they need, often feeding you a sob story about how they need it to help pay for the medical bills of their sick relative.
· Alternatively, they want to give you money and ask for your account number to make the loving deposit. Scams like these have cost some people their life savings.
· Activate the alerts that debit and credit card accounts have available to flag suspicious activity.
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